Upon completion of the M.S. degree in Cyber Defense, students will:

- be able to prevent network attacks through risk management, vulnerability assessment, intrusion detection and penetration testing.

- be knowledgeable about best practices to respond to external or internal cybersecurity incidents through incident response, forensic imaging, memory forensics and computer forensics.

- be able to protect data through cryptography and through offensive and defensive security practices.